**Introduction for research plan**

# 1. Research question

My research question is: Is the SVM algorithm efficient in predicting DDoS attacks in telephony systems?

The DDoS attack is a kind of serious Internet attack that causes severe damage to cyber security. If the DDoS attack happens in telephony systems, the server in this system will be out of service and users will be unable to make phone calls [1]. To avoid this situation, we need to try our best to predict DDoS attacks and take measures to reduce the loss caused by the occurrence of DDoS attacks. The machine learning method is one of the greatest ways to predict DDoS attacks. There are several algorithms in machine learning field that may help predict DDoS attacks [2]. In my research, I will focus on the effectiveness of the SVM algorithm to predict DDoS attacks in telephony systems.

# 2. Methodology

In terms of the ways to test the efficiency of using the SVM algorithm to predict DDoS attacks, I will use the method of simulation. In my experiment, I will use a series of characteristics of DDoS attacks to train the model. The characteristics come from the real DDoS attacks and the usual Internet data flow that is similar to DDoS data. After training the SVM model, I will simulate some DDoS attacks and some usual data flows and use the SVM model to try to predict the occurrence of DDoS attacks. In [3-4], we can see that the SVM algorithm is a good method to predict DDoS attacks.

After completing the experiments, I will analyze the results of the experiments. The analysis will be based on whether the system can predict the DDoS attacks precisely. The result of the prediction can be classified as four groups: true positives, true negatives, false positives and false negatives. The standards used in the process of the analysis of results are accuracy, precision and recall [5].
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